
 

NEW ITE WORK PROJECT 2: 

IT Security Policy for your Organization! 

Security Policy documentation is very specific to each organization. 

One set of documentation does NOT fit all organizations, but the security policies and procedures need 

to fit the organization's culture if they are going to have any effect.  

DUE DATE: Wednesday, February 29th, 2012 

MARKING DETAIL: Pride in Project: 30%, Use of Research: 25%, Content: 25%, Layout of Project: 10%, 
Appearance: 10% 

Below are just guidelines that should be included in your Security Policy: 

•What are your security objectives, and how do you measure them? 

•What types of information do you handle, and how do the different types of information need to be 
protected? 

•How do you assess risks and select security controls? 

•How do you manage and report incidents, and learn from them? 

•Who is responsible for security? 

•What is acceptable employee use for Internet, email and other communication channels? 

For this project you need to research (ex: Google) the Security Policies Documentation and make it 

relevant to your organization! Also use, Cisco ITE PC: Hardware and Software - Module 9.3.1  - Explain 

what is required in a basic local security policy  

Created either in word document or power point or website format!! 

Super 

Thanks,  

Brenda LaRocque-Hill 

KAIT Manager - Keewatin Career Development Corporation - KCDC 

1-866-966-5232 Toll Free 

306-240-6769 Cell 


